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Abstract of the contribution: This paper proposes two key issues for trusted non-3GPP access to 5G Core Network.
1. Discussion

 One of the main area of discussion in the last few SA2 meetings for untrusted non-3GPP access is the registration and associated authentication procedure. Hence, we propose a key issue to specifically address registration for trusted non-3GPP access.
In addition, we propose a key issue to study QoS model and SM procedures for trusted non-3GPP access.

2. Proposal

It is proposed to include the following key issue for trusted non-3GPP in TR 23.716.

* * * Start of changes * * * *
5.3
Key Issue for Trusted N3GPP

5.3.1
Key Issue #1: Registration and NAS transport for trusted non-3GPP access

The following aspects need to be investigated to enable trusted non-3GPP access to converged 5G Core Network:
-
the registration procedure of a UE through trusted non-3GPP access to the 5GC and study the impact this may have on the N1,N2 and N3 interfaces.
-
authentication procedures associated with the registration procedure for trusted non-3GPP access as applicable in the scope of SA2.
5.3.2
Key Issue #2: QoS model for trusted non-3GPP access
The following aspects need to be investigated to enable user plane over trusted non-3GPP access to converged 5G Core Network:

· study the QoS model for UE over trusted non-3GPP access.

· study the session management procedures through trusted non-3GPP access to the 5GC.
* * * End of changes * * * *
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